
You’ve been hacked!
Now what??

If it happens to you:
• Report it to your campus if the hacked 

device or account was used for work.
• Change all passwords you used 

or stored on the device.
• Update your software and apps, 

including your anti-virus software.
• Update your browser and plugins.
• Notify credit agencies if you think your 

personally identifiable information has 
been affected.

• Be prepared with backups.

Face it: Hackers Gonna Hack.
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