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Two locks To have and have not

b tt There are three different types of authentication: what you know, what you have and what
a r e e e r you are. Mixing authentication types will give you stronger protection. if someone

t h has stolen your password but not your cell phone, they're out of luck!

Having two or more authentication steps

makes it harder for attackers to breach

an account. Most apps, devices and services

have the optionto e€nable multi-factor
authentication, andit's always smart

to use it.

he eyes have it

Biometric authentication, the “something you are” factor, can be anything from a signature
match to a fingerprint, palm or even iris scan. Consider implementing biometrics to
provide an extra layer of security.
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