Think Before You Click

Ransomware typically appears in phishing emails
through links to malicious websites or via infected
attachments. If you think an email looks suspect:

Report it using the bMail If you think you've been

web interface: view the exposed, or can’t log into
message, next to Reply click bMail, forward the email
More (or the down arrow) to phishing@berkeley.edu

and click Report phishing.

Ransomware is malicious software designed to block access to a
computer system or data until a ransom is paid.

If you think you’ve been infected, contact us immediately
at security@berkeley.edu
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